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2 Introduction  
Welcome to the software manual for the Building Intelligence Gateway (BiG). The BiG software serves 

several functions.  It is primarily used for:  

 Data collection 

 Data forwarding to the SMT Research Analytics Monitoring Center* 

 Real-time monitoring of data collected 

 Programmable alarms and actions 

* Requires an active account with SMT Research Analytics Monitoring Center 
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3 System Requirements  
The SMT BiG software can be installed on a computer with the following minimum system 

requirements: 

 Microsoft Windows XP/Vista/7 

 512 MB of RAM 

 50 MB of free disk space 

3.1 Internet Connectivity  
Certain features require internet connectivity to function.  Specifically, synchronizing with SMT Analytics 

(see 11 - SMT ANALYTICS CONNECTIVITY), E-mail actions (see 12.4.2.3.3 - CONFIGURING AN EMAIL ACTION), 

and Pager actions (see 12.4.2.3.4 - CONFIGURING A PAGER ACTION) require a working internet connection.  

BiG can be configured to use Windows Dial-Up Networking (DUN) to establish an internet connection on 

demand (see section 9.3 - DIAL-UP SETTINGS).  For this to work, a working dial-up connection must be 

configured.  This manual does not cover setting up the dial-up connection.  Please consult with the 

Microsoft Windows help documentation for instructions. 

3.2 Power Settings  
By default, BiG will prevent Windows from putting the computer into sleep/stand-by/hibernate mode 

when the computer is idle.  This default assumes that BiG will be deployed in an always-on gateway 

setting.  This behavior can be disabled in the BiG settings. 

BiG does not prevent Windows from sleeping or powering off the computer when BiG is installed on a 

laptop and the lid is closed.  The computer administrator is responsible for configuring such settings, if 

available.  

In addition, the host machine should be connected to a reliable for prolonged operation. 

3.3 Application Event Log  
BiG records important logging information into the Windows 

Application Event Log.  Sometimes, when there is a lot of 

information, the log to become full.  It is strongly recommended 

that the computer administrator adjust the Application Event Log 

settings for increased capacity and to overwrite old log entries.  To 

do this: 

1. Log in as an administrator 

2. Click on the Start button, and right-click on My Computer 

3. Click on Manage 

In Windows XP: 

1. Ensure the Event Viewer node is expanded 
Figure 3-1 ς Bring up Application Event 
Log properties 
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2. Right-click on the Application node and click tǊƻǇŜǊǘƛŜǎΧ (see FIGURE 3-1) 

3. Enter 4096 KB for the Maximum log size and ensure Overwrite events as needed is selected (see 

FIGURE 3-2) 

 

Figure 3-2 - Proper Application Event Log Settings 

4. Press Ok 

3.4 Background Processes and Automatic Updaters  
When BiG is deployed in a permanent or semi-permanent location, it is critical that the software 

continue to run uninterrupted.  It is strongly recommended that BiG is installed on a dedicated machine 

without any additional software running in the background. 

If a computer cannot be dedicated to BiG, then the number of background programs should be 

minimized.  Any unused programs should be exited.  In addition, software which automatically updates 

the computer and restarts or shuts down the computer should be uninstalled or disabled. 

The following is a list of cƻƳƳƻƴ ǇǊƻƎǊŀƳǎ ƪƴƻǿƴ ǘƻ ƛƴǘŜǊŦŜǊŜ ǿƛǘƘ .ƛDΩǎ ƻǇŜǊŀǘƛƻƴ ŀƴŘ ǘƘŜ ŀǇǇǊƻǇǊƛŀǘŜ 

action to take. 

Product Issue Action 

Windows 
Automatic Update 

Windows might be configured to automatically 
install updates and restart the computer. 

Change Windows Automatic 
Updates to prompt before 
installing updates. 

Google Chrome The software has been known to consume 
memory over time.  If left open, it will use up 
all available memory causing unexpected 
behavior and could potentially crash BiG. 

Ensure Google Chrome is closed 
after using it. 
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Google Updater This software is scheduled to run periodically 
when Google software products are installed 
on Windows machines.  It has been known to 
consume memory over time on long-running 
machines. 

At the time of writing this 
manual, Google has not provided 
a supported way of disabling the 
updater, however many users 
have posted methods of 
achieving a working solution.  An 
ƛƴǘŜǊƴŜǘ ǎŜŀǊŎƘ ŦƻǊ ά5ƛǎŀōƭŜ 
ƎƻƻƎƭŜ ǳǇŘŀǘŜǊέ ǎƘƻǳƭŘ ȅƛŜƭŘ 
step-by-step instructions. 
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4 User Interface  
Most of the functionality for BiG can be found in the main window.  The main window appears when BiG 

is started.  At all times, three bars will be visible in the main window. 

1. The menu bar 

 

 
 

The menu bar is where many of the advanced features of BiG can be found.  The menu bar 

consists of four submenus including the File menu, the View menu, the Analytics menu, and the 

Help menu. 

 

2. The tab bar can be used to move between tab pages.  The tab pages are described in the 

subsections that follow. 

 

 
 

3. The status bar displays status information about the gateway. 

 

 

Label Name Description 

A Sync status Shows the SMT Analytics synchronization status.  When BiG has not 
been commissioned to a SMT Analytics project (see 11 - SMT 

ANALYTICS CONNECTIVITY) the sync status will display 
ά¦ƴŎƻƳƳƛǎǎƛƻƴŜŘέΣ ǘƘŜ ŎƻƭƻǊ ƻŦ ǘƘŜ ƛŎƻƴ ǿƛƭƭ ōŜ ǊŜŘ ŀƴŘ Ŏŀƴ ōŜ 
disregarded. 
 
When BiG has been commissioned to a SMT Analytics project, but has 
ƴŜǾŜǊ ōŜŜƴ ǎȅƴŎŜŘΣ ǘƘŜ ǎǘŀǘǳǎ ǿƛƭƭ ŘƛǎǇƭŀȅ ά/ƻƳƳƛǎǎƛƻƴŜŘέ and the 
icon will be green.  
 
When BiG has been commissioned to a SMT Analytics project, and has 
been synced, but is not configured to periodically sync (see 9.2 - SYNC 

SETTINGS) the status will show the date and time of the last successful 
sync.  The color will be green if the last sync attempt was successful, or 
red if it failed. 
 
If BiG has been commissioned to a SMT Analytics project and is 
configured to periodically sync, the status will show the time remaining 

A B C D E 
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until the next periodic sync.  The color of the icon will reflect the 
success (green) or failure (red) of the last sync attempt. 
 
If BiG has been commissioned and is currently syncing with SMT 
Analytics, the icon will be bright green, and the status of the current 
sync will be displayed.  The status indicate one of the following stages: 
 

1. Dialing connection ς If no internet connection is present and 
BiG is configured to use dial-up (see 9.3 - DIAL-UP SETTINGS). 

2. Syncing schema ς The first stage of the sync is to update the 
node and sensor names and configuration.  This step can take 
some time if there are several jobs/nodes/sensors in BiG.  

3. Uploading data & throttling ς The second stage is to upload 
the new readings to SMT Analytics.  A progress bar appears to 
visualize the progress of this step.  If the internet connection is 
ƛƴŎƻƴǎƛǎǘŜƴǘΣ .ƛD Ƴŀȅ ōŜƎƛƴ άǘƘǊƻǘǘƭƛƴƎέ ǘƘŜ Řŀǘŀ ƛƴǘƻ ǎƳŀƭƭŜǊ 
chunks to increase the chance of successful transmission.   If 
BiG cannot send even a small chunk, it will ultimately fail. 

4. Marking exported readings ς The third stage is to mark the 
successfully transmitted readings as being synced.  If BiG 
needed to throttle, it will repeat stages 3 & 4 until all the 
chunks have been transmitted and marked. 

5. Delete exported data ς If configured to do so, BiG will delete 
data that has been successfully exported (see 9.2 - SYNC 

SETTINGS). 

B Project Shows the ID and name of the SMT Analytics project that BiG is 
commissioned to.  If BiG is not commissioned, this field will not be 
displayed. 

C Gateway Shows the ID and name of the gateway.  When BiG is commissioned to 
a SMT Analytics project for the first time, the copy of BiG must be 
registered with SMT Analytics to facilitate the sync.  The process is 
known as serialization.  During serialization, the copy of BiG is assigned 
a gateway ID and name.  If a copy of BiG as been serialized, the ID and 
name are shown here. 

D Job The number and name of the active job are shown here (see 5 - JOBS). 

E Error notification If an unexpected error occurs, the error notification icon will be 
displayed.  Clicking on the icon will display the Debug Log, where the 
error can be examined.  If the errors cause BiG to not operate 
correctly, please report any such errors to SMT Research support. 

 

  



RS-1095 Rev 2: Building Intelligence Gateway - Software Manual 11 

4.1 The Nodes Tab 
The Nodes tab is used for exploring and manipulating the data and configuration of BiG nodes.  Most of 

the primary functionality of BiG can be found in the Nodes tab.  The various components of the Nodes 

tab are labeled in FIGURE 4-1 - THE NODES TAB and described in TABLE 4-1 - NODES TAB COMPONENT 

DESCRIPTION. 

 

 

Label Name Description 

A New Click to display a drop-down menu for creating new: 

 Nodes (see 6.1 - ADDING NODES) 

 Sensors (see 7.2 - ADDING SENSORS) 

 Groups (see 8.2 - ADDING GROUPS) 

B Viewing options Click to display a drop-down menu for changing the viewing settings 
including: 

 Browse by: 
o Node ς navigate sensors by the their corresponding 

node 
o Group ς navigate sensors by the user-defined groups 

that they belong to 

 Sensor view: 
o List ς show sensors in a sortable table 
o Dashboard ς show sensors with large icons and last 

reading values.  This helps to get a quick snapshot of 
the sensors and their current measurements after the 
system has been configured. 

 Raw data ς toggles showing raw voltage/resistance/current 
values and converted units 

C Graph toggle button This button toggles between displaying and hiding the graph (see label 
H). 

C 

B 

A 

 D 

E 

F 

G 

H 

Figure 4-1 - The Nodes tab 
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D Alarms pane toggle 
button 

This button toggles between displaying and hiding the alarms pane (see 
label G) 

E Node/group list Shows a list of the nodes/groups on the active job. 
 
This list can be toggled between nodes and groups using the viewing 
options drop-down button (see label B). 
 
Users can select nodes/groups by clicking on them.  To select a range of 
nodes/groups, click on the first node/group, then hold the SHIFT key, 
and click on the last node/group. 
 
The sensors belonging to the selected node(s)/group(s) are displayed in 
the sensor list/dashboard (see label F). 
 
Nodes can be deleted, copied, pasted, and modified by right-clicking on 
a selected node. 
 
See 6 - NODES for a more detailed explanation. 

F Sensor 
list/dashboard 

Shows the sensors for the selected node(s)/group(s) in the node/group 
list (see label E).  Information about the sensor including their 
configured sensor type, name, input, and last reading are displayed. 
 
Users can toggle between a list view and dashboard view in the viewing 
options (see label B).  
 
Users can select the desired sensors by clicking on them.  A range of 
sensors can be selected by clicking on the first sensor in the range, 
holding the SHIFT key, then clicking on the last sensor in the range and 
releasing the SHIFT key. 
 
If a single sensor is selected, the data for that sensor is shown in the 
graph (see label H).  The linked alarms will also be displayed in the 
alarms pane (see label G). 
 
The selected sensor(s) can be deleted, configured, linked to alarms, 
added/removed from groups, and have their data graphed by right-
clicking on the selected sensors to bring up the sensor context menu. 
 
See 7 - SENSORS for a more detailed explanation.  
 

G Alarms pane Can only be used when a single sensor is selected in the sensor 
list/dashboard (see label F). 
 
Provides an interface for viewing the alarms linked to the sensor and 
the corresponding events and targets of those links.  Please refer to 12 - 
ALARM HANDLING for a full description of the alarm handling in BiG. 
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H Graph When a single sensor is selected in the sensor list/dashboard (see label 
F), the data for that sensor is displayed on the graph. 
 
This graph is displays a real-time view of the data.  As readings are 
received, they will be instantly added to the graph. 
 
Clicking-and-dragging left and right with the left mouse button will 
zoom in and out of the time axis.  Clicking-and-dragging left and right 
with the right mouse button will pan back and forth on the time axis. 
 
A double-click on the graph toggles the date range controls from being 
displayed.  Here a resizable scrollbar can be used to scrub and zoom on 
the date axis.  There is also a button to toggle between play mode and 
pause mode.  When in play mode, the graph translates with the current 
time.  In pause mode, the graph will not translate with the current time. 
 
When the user pans the graph backwards in time, the graph is 
automatically paused.  If the user pans the graph forwards to the 
current time, it will snap back into play mode.  
 

Table 4-1 - Nodes tab component description 
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4.2 The Events Tab 
The events tab shows a list of all events in the system.  Active events are highlighted in red and by 

default are shown at the top of the list.  The list can be sorted by any of the columns by clicking on the 

column header. 

Additionally, the events can be double-clicked and BiG will navigate to the applicable event in the nodes 

tab. 

 

4.3 The Devices Tab 
A device is a unit which BiG can talk to.  Devices can range from hardware dongles, so virtual devices like 

the Gateway itself.  Each of these device types is called a IO engine plug-in.  At the time of the writing of 

this manual, here is a complete list of I/O engine plug-ins: 

 iCAN ς USB dongle which can connect to a wired CAN network of SMT WiDAQs 

 WiKey ς USB dongle which can communicate wirelessly with SMT WiDAQs 

 Gateway ς The host computer that the BiG software is running on 

 Lawicel CAN-USB ς A 3rd party USB dongle which can connect to a wired CAN network of SMT 

WiDAQs. 

Devices are automatically detected by BiG, and are displayed in the devices tab.  They are grouped 

together by their IO engine plug-in type.  Beside the plug-in is a colored icon which indicates whether 

Figure 4-2 - Events tab. (A) Time Set ς when the event was triggered.  (B) Time cleared ς when the event was cleared or 
displays --- if the event is still active.  (C) Alarm ς the name of the alarm that triggered the event.  (D) Sensor ς the name of 
the sensor that the event was triggered on.  (E) Node ς the ID of the node that the triggering sensor belongs to.  (F) Input ς 
the input of the triggering sensor.  (G) Condition ς The on condition for the triggering alarm (see 12 - ALARM HANDLING).  Not 
ǎƘƻǿƴ ƛǎ ŀƴƻǘƘŜǊ ŎƻƭǳƳƴ ƭŀōŜƭŜŘ άaŀƴǳŀƭƭȅ /ƭŜŀǊŜŘέ ǿƘƛŎƘ ŘƛǎǇƭŀȅǎ ǿƘŜǘƘŜǊ ǘƘŜ ŀƭŀǊƳ ǿŀǎ Ƴŀƴǳŀƭƭȅ ŎƭŜŀǊŜŘΦ 

A B C D E F G 
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the BiG has connected to the device.  BiG automatically connects to devices on startup and when new 

ones are detected (inserted/attached to the computer).  

Users can manually connect/disconnŜŎǘ ŀ ŘŜǾƛŎŜ ōȅ ŎƭƛŎƪƛƴƎ ƻƴ ƛǘΣ ŀƴŘ ǘƘŜƴ ǇǊŜǎǎƛƴƎ ά/ƻƴƴŜŎǘέ ƻǊ 

ά5ƛǎŎƻƴƴŜŎǘέ ƛƴ ǘƘŜ ǘƻƻƭōŀǊΦ 

Double-clicking on a device in the devices tab will bring up the diagnostic interface for that device.  This 

can be used to configure the device and its associated network of nodes/sensors.  Currently, device 

diagnostics is unsupported, but documentation will be provided as soon as it becomes supported. 

4.4 The Devices Tab 
The BiG gateway software receives all data through connected devices.  In most cases, devices are 

connected through a USB port.  BiG communicates to each device type using a plug-in.  A plug-in is a 

ǎƻŦǘǿŀǊŜ ŎƻƳǇƻƴŜƴǘ ǘƘŀǘ Ŏŀƴ ōŜ άǇƭǳƎƎŜŘ ƛƴέ ǘƻ .ƛD ǘƻ ŎƻƳƳǳƴƛŎŀǘŜ ǿƛǘƘ ŀ ǇŀǊǘƛŎǳƭŀǊ ŘŜǾƛŎŜ ǘȅǇŜΦ  

The devices tab shows all devices that are found attached to the host computer.  Devices are organized 

by their plug-in type.  BiG ships with plug-ins for the SMT iCAN, the SMT WiKey, the SMT BiN, and the 

Lawicel CAN-USB devices.  In addition, developers are welcome to develop additional plug-ins for 

receiving data and communicating with networks.  Refer to FIGURE 4-3 - THE DEVICES TAB for a diagram of 

the devices tab.  Each component is labeled and described in TABLE 4-2 - THE DEVICES TAB COMPONENT 

BREAKDOWN. 

 

 

E 

F 

A B C D 

G 

Figure 4-3 - The devices tab 
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Label Name Description 

A Connect/disconnect Can be used to connect or disconnect the selected device. 

B Diagnostics /ƻƴŦƛƎǳǊŜ ǘƘŜ ŘŜǾƛŎŜ ƻǊ ŎƻƳƳǳƴƛŎŀǘŜ ƻǾŜǊ ǘƘŜ ŘŜǾƛŎŜΩǎ ƴŜǘǿƻǊƪ. 

C Rename Change the display name of the device. 

D Change Timer Some devices have an autonomous timer property.  The timer is 
ŘƛǎǘǊƛōǳǘŜŘ ǘƻ ŀƭƭ ƴƻŘŜǎ ƻƴ ǘƘŜ ŘŜǾƛŎŜΩǎ ƴŜǘǿƻǊƪΦ  bƻŘŜǎ ǘƘŀǘ ŀǊŜ 
configured to inherit their autonomous timer will do so from this value. 

E Plug-in groupings Devices are categorized by their plug-in type.  These labels show the plug-
in type. 

F Devices Each device is shown in the list under its corresponding plug-in.  
Connected devices are shown with a green icon.  Disconnected devices 
are shown with a red icon. 

G Autonomous Timer ¢ƘŜ ŘŜǾƛŎŜΩǎ ŀǳǘƻƴƻƳƻǳǎ ǘƛƳŜǊ ƛǎ ǎƘƻǿƴ ƛƴ ǘƘƛǎ ŎƻƭǳƳƴΦ  {ŜŜ ǘƘŜ 
description of label D above. 

Table 4-2 - The devices tab component breakdown 

4.5 The Jobs Tab 
The jobs tab provides an interface to view and manipulate jobs (see 5 - JOBS) in BiG.  In addition, the jobs 

tab displays statistics and buttons to initiate a sync with SMT Analytics and optionally a button to shut 

down the host computer1. 

 

  

                                                           
1
 This shutdown button can be configured to be shown or hidden in the BiG settings. 

A 

 

B 

 

C 

 

E 

 

F 

 

D 
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Label Name Description 

A Show archived jobs Toggles whether or now archived jobs are shown.  Jobs can be archived 
when BiG is commissioned to an Analytics project.  If the job is closed 
from Analytics, then the job gets archived in BiG.  The active job is always 
shown, regardless if it is archived or not.  Archived jobs will not sync with 
Analytics. 

B Job list The job list shows all jobs in BiG.  The active job is shown in bold font and 
Ƙŀǎ ŀ ŦƭŀƎ ōŜǎƛŘŜ ƛǘΦ  ¢ƘŜ ŘŜŦŀǳƭǘ Ƨƻō ƛǎ ƻƴŜ ƴŀƳŜŘ ά5ŜŦŀǳƭǘ Wƻōέ ŀƴŘ Ƙŀǎ 
an ID of 0.  You can select a job by clicking on it.  Right-clicking on a job 
reveals extra options for that job such as copy and paste. 

C Job toolbar Provides the ability to create a new job, and basic actions that can be 
performed on the selected job(s). 

D Active job stats Shows information about the active job: 

 Sensors: number of sensors in the job 

 Active alarms: number of alarms that are currently active in the 
job 

 Last sync: The date and time BiG successfully synced last with 
Analytics.  This can be ignored if BiG is not commissioned to 
Analytics. 

 Unsynced readings:  The number of sensor readings that have not 
been synced to Analytics. 

E Sync button This button is used to sync with the Analytics server.  The button will be 
disabled if BiG is not commissioned to an Analytics project.  

F Shutdown button Can be used to shutdown the computer.  This button can be hidden 
depending on your settings (see 9.1 - GENERAL SETTINGS). 
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5 Jobs 

In BiG, a job is a collection of node and sensor definitions and their corresponding data. One job is active 
in BiG at any given time. All incoming sensor data gets recorded to the active job.  

Jobs can be used to partition data in BiG.  For example, BiG comes pre-installed on a computer which 
ships with SMT Mobile Monitoring Kits (MMKs).  With a MMK, each job site is set up differently and 
requires different nodes (i.e. WiDAQs) and sensors be attached.  BiG treats each job as a separate 
deployment and configuration can change from job to job.  

The Default Job is a special job with ID 0. It is a built-in job that cannot be deleted. When BiG is 
deployed in a permanent installation, users will rarely use multiple jobs. In this case, the default job 
should be used. When BiG is used in mobile deployments, the default job can serve as a temporary job. 
During the installation of a MMK, the user can make the default job active. Once the user has confirmed 
that all WiDAQs are communicating and all sensors are measuring correctly, the user can create the 
desired job and activate it. 

Jobs in BiG can be found in the Gateway tab.  The active job is shown in bold in the job list and has a flag 
( ) indicator shown beside it.  The user can also see the active job in the status bar. 

 

5.1 Adding Jobs 
To add a job: 

Click on the  button under the job list (see FIGURE 5-1).  This will present the New Job 

dialog (see FIGURE 5-2). 

Figure 5-1 - The job list 

Active job 

Job list 

Default job 
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Figure 5-2 - The new job dialog 

Label Option Description 

A Name A unique name to identify the job.  An  internal reference number for the 
job could be used 

B Address [OPTIONAL] The address for the new job 

C Contact Person [OPTIONAL] The name of a contact person for the new job 

D Phone Number [OPTIONAL] A contact phone number for the new job 

E Import nodes & 
sensors from 

This controls whether or not the node and sensor configuration will be 
imported from another job 

F Source job The job to import configuration from 

G Sensor Groups Whether or not to import groups (see section 8 - GROUPS) and group 
membership.  If this option is checked, then all sensor groups and 
corresponding sensor participation from the source job will be imported to 
the new job. 

H Assigned Alarms Whether or not to import each sensors alarm assignment (see section 12.2 

- LINKING AND UNLINKING EXISTING ALARMS) to the new job.  Sensors linked 
to alarms in the source job will be linked to the same alarms in the new 
job. 

I Assigned Targets Whether or not to import the target linkage (see section 12.4.3 - LINKING 

TARGETS) from the source job.   
Figure 5-3 ς The new job dialog summary 

Fill out the new job dialog (according to FIGURE 5-3).  Once satisfied, click on the  button 

or click the  button to cancel the creation of the new job. 

5.2 Editing Jobs 
To change the properties of an existing job, you will need to do the following: 

1. Navigate to the gateway tab 

2. Select the job to edit from the job list (see FIGURE 5-1) 

A 
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3. Click on the  button below the job list 

An Edit Job dialog will appear.  The dialog contains the same fields as FIGURE 5-2, with the exception of 

the job import fields.  Refer to FIGURE 5-3 when making the desired changes. 

Once the desired changes have been made, click the  button to apply the changes.  

Otherwise press the  button to abort. 

5.3 Deleting  Job(s) 
All jobs except the default and active jobs can be deleted.  If you wish to delete a job that is active, but 

not the default job, activate a different job first (see section 5.4 - ACTIVATING JOBS). 

It is important to note that deleting a job will delete the configuration and data associated with it.  

Deleting a job cannot be undone.  The configuration of a job includes: 

 Nodes (see section 6 - NODES) 

 Groups (see section 8 - GROUPS) 

 Sensors (see section 7 - SENSORS) 

 Data 

 Linked alarms & targets (see section 12 - ALARM HANDLING) 

 Events 

Be sure that this data loss is acceptable before continuing. 

To delete job(s): 

1. Navigate to the gateway tab 

 If the job to be deleted is active, activate another job (see section 5.4 - ACTIVATING JOBS) such as 

the default job 

2. Select the job to be deleted from the job list (see FIGURE 5-1) 

3. Click on the  button 

4. Accept or reject the delete confirmation dialog (see FIGURE 5-4) 
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Figure 5-4 - Delete confirmation dialog 

5.4 Activating Jobs  
In the Building Intelligence Gateway, only one job may be active at a time.  All data that is received gets 

recorded to the active job.  To switch the active job: 

1. Navigate to the gateway tab 

2. Select the desired job in the job list (see FIGURE 5-1) 

3. Click the  button 

The job will appear bold in the job list and will be displayed in the status bar as labeled in FIGURE 5-1 - 

THE JOB LIST. 

5.5 Copying and Pasting Jobs 
Sometimes, it is desirable to copy the configuration of one job to another.  This is achieved by the 

following steps: 

 Navigate to the gateway tab 

 Select the source job in the job list (see FIGURE 5-1) 

 Right-click the job and select Copy (see FIGURE 5-5) 

 

Figure 5-5 - Copying a job 
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 Select the target job from the job list 

 Right-click the job and select tŀǎǘŜΧ (see FIGURE 5-6) 

 

Figure 5-6 - Pasting a job 

 Complete the paste job dialog (see FIGURE 5-7).  When pasting a job, node and sensor 

configurations are always pasted.  The user can also choose to paste the sensor groups (and 

sensor-group membership), assigned alarms, and assigned targets. 

 

Figure 5-7 - The paste job dialog 
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6 Nodes 
A node represents a physical or virtual device that features a number of sensors. Typically, a node 

corresponds to a SMT WiDAQ or a SMT WiMote. There are other types of nodes such as the BiG node, 

which collects diagnostic information about the host machine that the BiG software is run on. 

Nodes belong to a single job. Changes to a node in one job will not affect the same node in another job. 

In addition, nodes are managed by their ID.  For certain types of nodes (such as WiDAQs and WiMotes), 

BiG uses this ID to communicate with the node.  A user can add, delete, rename, copy, and paste nodes. 

 

 

6.1 Adding Nodes 
BiG automatically creates a new node when it receives communication from it.  If the node is not 

configured to automatically measure and send readings, you will need to create the node manually and 

tell BiG to poll the node for readings.  To manually create a node: 

1. Navigate to the Nodes tab 

2. Click on the New drop-down button (see FIGURE 6-1) in the Node toolbar 

3. Click the bƻŘŜΧ item 

4. You will be presented with the New Node dialog (see FIGURE 6-2) 

Figure 6-1 - The nodes tab. (A) The Viewing Options drop-down allows users to switch between browsing by nodes and by 
groups.  This section assumes you are browsing by nodes.  (B) The New drop-down button allows users to create new 
nodes (see section 6.1 - ADDING NODES). (C) The node list allows users to select, rename, delete, set the defaults, copy, and 
paste nodes. 

A 

B 

C 
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Figure 6-2 - New node dialog 

5. Enter an ID number for the node.  This is a number used to identify the unit.  If you are creating 

a node for a SMT WiDAQ or WiMote, use the serial number of the unit.  Please refer to the 

product documentation for identifying the serial number. 

6. Enter a name or label 

7. Press the  button 

6.2 Renaming Nodes 
To rename a node: 

1. Navigate to the Nodes tab 

2. If you are browsing by group, click on the Viewing Options Ҧ Browse by Ҧ Node 

3. Select the node to be renamed (only one node can be renamed at a time) 

4. Begin renaming the node using one of the following methods: 

a. Press F2 on the keyboard 

b. Right-click on the node and choose wŜƴŀƳŜΧ 

5. Enter the new name for the node 

6. Finish renaming the node using one of the following methods: 

a. Press ENTER on the keyboard to save the new name 

b. Click on another object to save the new name 

c. Press ESCAPE to cancel the rename 

6.3 Mailbox Messages for Nodes 
Certain nodes (such as wireless WiDAQs) are optimized for conserving power.  Instead of maintaining 

continuous communication with BiG, wireless WiDAQs periodically establish a connection to report 

readings and check their mailbox for messages. 

BiG allows the user to place a message ƛƴ ŀ ƴƻŘŜΩǎ ƳŀƛƭōƻȄΦ  ¢ȅǇŜǎ ƻŦ ƳŜǎǎŀƎŜǎ ƛƴŎƭǳŘŜΥ 

 Enter diagnostics mode ς The node should enter into diagnostics mode.  In this mode, the node 

refrains from taking measurements and instead listens continuously for commands from BiG.  

This can be used when a wireless node needs to be configured (see 6.4 - CONFIGURING NODES).  

Note that while in diagnostics mode, WiDAQs no longer check for mailbox messages.  If a 

WiDAQ in diagnostics mode receives no commands from BiG for 10 minutes, it will exit 

diagnostics mode.  

 Retransmit Entire Log ς Some nodes, such as wireless WiDAQs, are capable of logging readings 

when BiG is out of communication range.  WiDAQs will automatically transmit this log when 
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they re-establish communication with BiG.  In some cases, the log transmission may fail and the 

log may be only partially transmitted.  Send this mailbox message to instruct the WiDAQ to 

retransmit all logged readings that are stored in its memory.  BiG will ignore duplicate readings.  

Be warned that transmitting the entire log can consume a large amount of power.  Use only 

when necessary and check batteries afterwards. 

 Reset ς Should the need arise for a node to be reset, this message will instruct the node to do so 

upon receiving the message. 

6.4 Configuring Nodes  
BiG has the ability to change the configuration of certain types of nodes.  For example, SMT WiDAQs can 

have their measurement and communication settings configured.  Depending on the type of node, the 

configure option may or may not be available. 

Configuring a node requires that the node is listening to communication from BiG.  In the following 

situations, WiDAQs do not continuously listen to BiG: 

 Wireless WiDAQs go into low-power mode in between measurements and transmissions 

o Put the WiDAQ into diagnostics mode (see section 6.3 - MAILBOX MESSAGES FOR NODES) 

 Wired (CAN) WiDAQs stop listening when they are taking readings 

o Put the WiDAQ into diagnostics mode 

o This cannot be done with Mailbox Messages, since wired WiDAQs do not check the 

mailbox 

o You can physically do this by physically pressing the button on the WiDAQ 5 times in 

rapid succession.  The LEDS should flicker between red and green.  After flickering, they 

will turn to staying both on.  This means that the WiDAQ is in diagnostics mode. 

Once the node is listening for communication from BiG, you can configure the node by: 

1. Navigate to the Nodes tab (see FIGURE 6-1) 

2. If you are browsing by group, then select Viewing Options Ҧ Browse By Ҧ Node in the Node 

toolbar 

3. Right-click on the desired node and click Configure... (see FIGURE 6-3) 

 

Figure 6-3 - Configure node menu 
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4. You will be presented with the configuration dialog for the node.  Depending on the type of 

node, the configuration options will vary.  At the time of writing this manual, there is only a 

WiDAQ configuration dialog (see section 6.4.1 - WIDAQ CONFIGURATION DIALO). 

6.4.1 WiDAQ Configuration Dialo g 

The WiDAQ configuration dialog allows the user to change the configuration of a WiDAQ.  Please refer 

to FIGURE 6-4 and TABLE 6-1 - WIDAQ CONFIGURATION SETTINGS for details. 

 

Figure 6-4 - WiDAQ Config Dialog 

Label Option Description 

A PhyID Physical identifier (serial number) of the WiDAQ being configured 

B Autonomous 
Measurement 
Enabled 

Controls whether or not the WiDAQ will periodically take measurements of 
the selected inputs/sensors and report the readings to BiG.  When a WiDAQ 
acts as a clusterhead, this should be disabled. 

C Advanced Input 
Config 

When checked, the user can view and change measurement parameters 
όƴǳƳōŜǊ ƻŦ ǎŀƳǇƭŜǎΣ ǇƻƭŀǊƛǘȅΣ ƳƻŘŜΣ ŀƴŘ ǎǇŜŜŘύ ŦƻǊ ǘƘŜ ²ƛ5!vΩǎ ƛƴǇǳǘs.  To 
modify the measurement parameters: 

1. Ensure Advanced Input Config is checked 
2. Right-click non the desired input to bring up the measurement 

parameters context menu 
3. Hover the mouse over the desired parameter from the context menu 

to bring up the possible values 
4. Click on the desired value for the chosen parameter 
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D Inherit from 
clusterhead 

When checked, the WiDAQ will regularly adjust its autonomous measurement 
timer to ƳŀǘŎƘ .ƛDΩǎ Ǝƭƻōŀƭ ŀǳǘƻƴƻƳƻǳǎ ƳŜŀǎǳǊŜƳŜƴǘ ǘƛƳŜǊ.  When 
unchecked, the WiDAQ will use its own autonomous measurement timer (see 
below). 

E Autonomous 
measurement 
timer 

When autonomous measurement is enabled (see B above) and Inherit from 
clusterhead (see D above) is not checked, the WiDAQ will measure the 
Enabled Inputs (see F below) at this interval. 

F Enabled Inputs When Autonomous Measurement is enabled (see B above), the inputs that 
are checked will be measured. 

G Communication 
Configuration 

Controls how the WiDAQ will communicate back to BiG.  Refer to the diagram 
below. 

H Wireless 
Channel 

It is advised not to adjust this value without first contacting SMT Research 
support. 
 
If the WiDAQ is acting as a clusterhead, this controls the wireless channel for 
communication. 

I Wireless PAN It is advised not to adjust this value without first contacting SMT Research 
support. 
 
A Personal Area Network (or PAN) is a numeric identifier used to allow 
multiple networks to operate on the same wireless channel.  WiDAQS will 
ignore wireless communication with a different PAN number except when in 
diagnostics mode.  All WiDAQs that are deployed on the same system should 
have the same PAN number.  In addition, the WiKey needs to be operating on 
the same PAN number as well. 

J Lock to 
clusterhead 

It is advised not to adjust this value without first contacting SMT Research 
support. 
 
²ƘŜƴ ŎƘŜŎƪŜŘΣ ŀ ǿƛǊŜƭŜǎǎ ²ƛ5!v ǿƛƭƭ άōƛƴŘέ ǘƻ ǘƘŜ ōŜǎǘ ŎƭǳǎǘŜǊƘŜŀŘΦ   LŦ ǘƘŜ 
WiDAQ fails communication with the clusterhead it is bound to, it will not 
look for a new clusterhead and will wait for communication with the 
clusterhead to resume.  To bind the WiDAQ to the best clusterhead at any 
time, press the button once on the WiDAQ (consult the WiDAQ user manual 
for more detailed information).  The WiDAQ will use the selected scan 
channels (see K below) when binding. 
 
When unchecked, the WiDAQ will search and bind to the clusterhead with the 
best signal strength before each wireless communication.  The WiDAQ will 
use the selected scan channels (see K below). 

K Scan Channels It is advised not to adjust this value without first contacting SMT Research 
support. 
 
Wireless WiDAQs will scan the selected channels for clusterheads and send its 
readings to the candidate with the strongest signal. 

Table 6-1 - WiDAQ Configuration Settings 
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Upon ƻǇŜƴƛƴƎ ǘƘŜ ²ƛ5!v /ƻƴŦƛƎ 5ƛŀƭƻƎΣ .ƛD ǿƛƭƭ ǇƻǇǳƭŀǘŜ ǘƘŜ ŘƛŀƭƻƎ ǿƛǘƘ ǘƘŜ ²ƛ5!vΩǎ ŎǳǊǊŜƴǘ 

configuration.  Make the desired changes, then press the Save button to apply the changes and reset the 

WiDAQ into its normal operating mode. 

6.5 Deleting Nodes 
Deleting a node also removes the corresponding sensor configuration, sensor data, links to alarms and 

targets, and events.  Before deleting, be sure that this is understood and desired.  To delete node(s): 

1. Navigate to the Nodes tab 

2. Select the node(s) to delete 

3. Delete the node(s) using one of the following methods: 

a. Press SHIFT+DELETE on the keyboard 

b. Right-click on one of the selected nodes and choose 5ŜƭŜǘŜΧ from the context menu 

4. Accept or reject the delete confirmation dialog 

6.6 The Default Node Schema 
In BiG, it is possible to specify a default node schema.   The default node schema gets automatically 

applied to new nodes when they are detected.  It includes sensor names and configuration (see 7 - 

SENSORS), and linked alarms and targets (see 12 - ALARM HANDLING).  To set the default node schema: 

1. Navigate to the nodes tab, and in the toolbar, choose Viewing Options Ҧ Browse By Ҧ Node 

2. Create a new node or use an existing node which will be used as a template for the default node 

schema. 

3. !ŘƧǳǎǘ ǘƘŜ ƴƻŘŜΩǎ ǎŜƴǎƻǊǎ ǘƻ ǘƘŜ ŘŜǎƛǊŜŘ ŘŜŦŀǳƭǘ ŎƻƴŦƛƎǳǊŀǘƛƻƴ (see 7.3 - CONFIGURING SENSORS) 

4. Link the desired alarms and ǘŀǊƎŜǘǎ ǘƻ ǘƘŜ ƴƻŘŜΩǎ ǎŜƴǎƻǊǎ όǎŜŜ 12 - ALARM HANDLING) 

5. Right-click on the node in the node list and choose Default Node Schema Ҧ Snapshot Selected 

Node (see FIGURE 6-5) 

 

Figure 6-5 - Set as default 
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6.7 Clearing  the Default Node  
If you wish to erase the default node schema, do the following: 

 Navigate to the nodes tab, and in the toolbar, choose Viewing Options Ҧ Browse By Ҧ Node 

 Right-click anywhere in the node list (see label E in FIGURE 4-1 - THE NODES TAB) 

 From the node context-menu, choose Default Node Schema Ҧ ClearΧ (see Figure 6-6 - Clear the 

DEFAULT NODE) 

 Accept the confirmation dialog 

 

Figure 6-6 - Clear the default node 

6.8 Copying and Pasting Nodes 
Often times, nodes will have similar configurations.  In these cases, it is simpler to configure one node 

and then copy the configuration to the other nodes.  To do this: 

1. Navigate to the Nodes tab 

2. If not browsing by node, then click on the Viewing Options drop-down button in the toolbar and 

select Browse by Ҧ Node 

3. Select the node whose configuration will be copied from 

4. Right-click on the node and click Copy 

5. Choose one of the following: 

a. ¢ƻ ƻǾŜǊǿǊƛǘŜ ŀƴ ŜȄƛǎǘƛƴƎ ƴƻŘŜΩǎ ŎƻƴŦƛƎǳǊŀǘƛƻƴΣ ǊƛƎƘǘ-click on the destination node and 

choose Paste 

b. To create a new node, choose tŀǎǘŜ ŀǎ bŜǿΧ  You will be prompted to enter the new 

ƴƻŘŜΩǎ L5 ŀƴŘ ƴŀƳŜ (refer to section 6.1 - ADDING NODES). 

  



RS-1095 Rev 2: Building Intelligence Gateway - Software Manual 30 

6.9 Deleting Node Data  
To delete the recorded sensor data for all sensors belonging to a node or set of nodes: 

1. Navigate to the Nodes tab 

2. If not browsing by node, then click on the Viewing Options drop-down button in the toolbar and 

select Browse by Ҧ Node 

3. Select the node(s) whose sensor data should be deleted 

4. Right-click on the node and click 5ŜƭŜǘŜ 5ŀǘŀΧ 

5. Select a range of data to delete or all of the data (see 7.5 - DELETING SENSOR DATA) 

6. Accept or reject the delete confirmation dialog 
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7 Sensors 
Each node connects with a number of sensors that take measurements and send them to BiG.  Within a 

single node, each sensor is identified by its input number.  Sensors typically output a voltage, resistance, 

or current measurement which is called a raw value.  BiG allows users to assign the type, wood species, 

a temperature compensation sensor, and an offset to each sensor which can be used to convert the raw 

value to an engineering unit.  These parameters make up the configuration of a sensor.  A sensor can be 

configured different 

7.1 Browsing Sensors  and Sensor Data 

 

A. Sensor List ς This list shows all sensors for the selected nodes or groups.  The list contains the 

following columns: 

 Name: The name of the sensor and a status icon 

 Node: The ID number of the node to which the sensor belongs 

 Input: The input number of the sensor 

 Type: The type of the sensor όǘŜƳǇŜǊŀǘǳǊŜΣ ƳƻƛǎǘǳǊŜΣ ƘǳƳƛŘƛǘȅΣ ŜǘŎΧύ 

 Last Reading: The value of the last reading received from the sensor.  This is displayed 

either as a raw value or as an engineering unit. 

 Reading Date: The date and time of the last reading received from the sensor 

The sensor list can be sorted on any column by clicking on the column header.  The sort 

direction can be toggled by additional clicks on the column header. 

B. Selected Sensor(s) ς The currently selected sensor(s) are highlighted. 

 To select a single sensor, simply click on the corresponding row. 

Figure 7-1 ς The sensor list 

B A 

 

C 
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 To select a range of sensors, click on the first sensor in the range.  Next, hold down the 

SHIFT key on the keyboard and click on the last sensor in the range 

 To toggle a single sensor from your selection, hold down the CTRL key on the keyboard 

and click on the corresponding row 

C. Time Graph ς When a single sensor is selected, this graph shows the readings for the selected 

sensor.  The time graph can be adjusted to show a particular period of time.  It can also be put 

into Live Mode, where the time graph scrolls with the current time. (See 7.1.1 - USING THE TIME 

GRAPH) 

7.1.1 Using the Time Graph  

When a single sensor is selected in the sensor list, the measurements for the sensor are shown in the 

time graph.  A time graph for a particular sensor can be opened in a new window by right-clicking on a 

single sensor in the sensor list and clicking on View Graph Ҧ Time Graph.  

 

A. Graph Area - Readings taken by the selected sensor during the selected time range are shown in 

the graph area.   The user can use their mouse in this area to adjust the time range.  By clicking 

the left mouse button and dragging left and right, the time range will shrink and expand.  By 

clicking the right mouse button and dragging left and right, the time range will pan forwards and 

backwards in time.  

B. Play/Pause Button ς This button toggles Live Mode for the time graph.  In Live Mode, the time 

graph continually scrolls to keep the graph current.  This mode can be used to monitor readings 

as they are received by BiG. 

C. Time Slider ς This slider can be used to adjust the time period that the graph shows.  By 

dragging the slider left and right, the time period is moved backwards and forwards in time.  By 

dragging the edges of the slider, you can adjust the size of the time period.  You can also right-

click on the slider to adjust the snapping resolution and to manually enter the visible time range. 

D. Selection Indicator ς This field shows the exact period of time that is visible in the time graph.  

This can be referenced while sliding the time slider.  

E. Slider Boundary Controls ς These fields control the range that the Time Slider represents.  The 

left field controls the earliest time that the slider can be set to.  The right field controls the most 

recent date that is represented by the slider.  Dates are represented by the dd/mm/yyyy format.  

They can be edited by clicking on one of the numbers and typing in the new value.  Additionally, 

Figure 7-2 - The time graph breakdown 
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a calendar can be displayed by clicking on the drop-down button.  To toggle between date and 

time precision, right-click on the field. 

7.2 Adding Sensors 
By default, BiG will create sensors automatically when it receives readings from them.  This can be 

controlled by the Lock Schema setting.  When BiG automatically creates a sensor, it first checks the 

default node (see 6.6 - THE DEFAULT NODE).  If there is no default node set, or if the default node does 

not contain a sensor with the same input number, then an empty sensor is created. 

In addition to automatic sensor creation, users can manually create sensors before they are attached or 

detected.  The Lock Schema setting must be disabled to create sensors manually.  To create a sensor: 

1. If the node that the sensor belongs to does not exist, create it first (see 6.1 - ADDING NODES). 

2. Navigate to the Nodes tab in the main window. 

3. [OPTIONAL] In the toolbar, select Browse By Ҧ Node.  Select the node that the sensor belongs 

to.  This will be used to auto-Ŧƛƭƭ ǘƘŜ ǎŜƴǎƻǊΩǎ ƴƻŘŜ ƛƴ ǘƘŜ New Sensor dialog. 

4. In the toolbar, select New Ҧ {ŜƴǎƻǊΧ or from the menu select File Ҧ New Ҧ {ŜƴǎƻǊΧ 

5. The New Sensor dialog will display.  Fill in ǘƘŜ ƴŜǿ ǎŜƴǎƻǊΩǎ ƛƴŦƻǊƳŀǘƛƻƴ όǊefer to TABLE 7-1).  

 

Label Field Description 

A Node The node that the sensor belongs to. 

B Input # The number corresponding to the input that the sensor is on for the given 
node.  Only one sensor may be created for a node/input combination. 

C Sensor Name A user-friendly name to identify the sensor. 

D Sensor Type Used to convert the raw values received from the sensor into the desired 

Figure 7-3 - New sensor dialog 
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engineering units. 

E Wood Type This field is only shown when the sensor type is moisture.  Selects the wood 
type being probed.  This is used to calculate the moisture percentage more 
ŀŎŎǳǊŀǘŜƭȅ ǿƛǘƘ {a¢Ωǎ ǇǊŜ-calibrated wood type moisture curves. 
 
When the wood type is set to Custom A/B, additional fields will appear 
allowing the user to set the A (slope) and B (y-intercept) of a custom wood-
type curve.  Please consult with SMT Research if you would like more 
information about how to calculate the A/B values for a custom wood type.  

F Offset (raw) This value gets added to the raw values (millivolts/ohms) received from the 
sensor before converting to engineering units.  This field is commonly used for 
zero-ing (or calibrating) a sensor. 

G Polling Check the polling field when the sensor needs to be polled by BiG.  The interval 
between polls can be set when the checkbox is checked. 

H Temp Sensor Use this field when creating a moisture or humidity sensor to pick a 
ǘŜƳǇŜǊŀǘǳǊŜ ŎƻǊǊŜŎǘƛƻƴ ǎŜƴǎƻǊΦ  tǊŜǎǎ ǘƘŜ άΧέ ōǳǘǘƻƴ ǘƻ ōǊƻǿǎŜ ŦƻǊ ǘƘŜ 
temperature sensor.  Press the X button to remove temperature correction. 

I Comments This field can be used to store comments about the sensor.  The field is limited 
to 255 characters in length. 

Table 7-1 - Sensor configuration fields 

7.3 Configuring Sensors  
BiG is able to configure sensors individually and collectively.  Configuration of sensors functions similarly 

to creating a new sensor (see 7.2 - ADDING SENSORS), except that the node and input fields cannot be 

changed after the sensor is created. 

7.3.1 Configuring a Single Sensor 

¢ƻ ŎƘŀƴƎŜ ŀ ǎƛƴƎƭŜ ǎŜƴǎƻǊΩǎ ŎƻƴŦƛƎǳǊŀǘƛƻƴΥ 

1. Navigate to the Nodes tab 

2. Locate the sensor using the Node List or the Group List 

3. Double-click the sensor or right-click the sensor and select Configure from the context-menu 

4. Modify the fields as necessary (refer to TABLE 7-1).  Note, that changing the node and input is 

not allowed 

5. Press  to accept the changes or  to cancel 

6. If the sensor being configured was previously configured as a temperature correction sensor and 

ȅƻǳ ƘŀǾŜ ŎƘƻǎŜƴ ǘƻ ŎƘŀƴƎŜ ǘƘŜ ǎŜƴǎƻǊΩǎ ǘȅǇŜΣ ȅƻǳ ǿƛƭƭ ōŜ ƴƻǘƛŦƛŜŘ ǘƘŀǘ ǘƘŜ ŎƘŀƴƎŜ ǿƛƭƭ ǊŜƳƻǾŜ 

the temperature correction and prompted for confirmation 

7.3.2 Configuring Multiple Sensors   

It is also possible to configure multiple sensors at once.  This process has been streamlined for efficient 

and easy use.  To configure multiple sensors: 

1. Navigate to the Nodes tab 

2. Select the desired sensors for configuration (see 7.1 - BROWSING SENSORS AND SENSOR DATA). 






































































































